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C R A I G  L E V I S
 S U P E R I N T E N D E N T ,  B O A R D  M E M B E R ,  P U B L I C  S E C T O R  S P E C I A L I S T

For more information, visit www.envisionsuccess.net/public-sector

Ransomware attacks against

K-12 schools have increased

by 56% since 2021.

Source: Sophos
The State of Ransomware in Education 2022

Critical Next Steps

Call or email Public Sector
Specialist Jay Longley

Apply for funding 
by June 30th, 2023

Envision has been expertly supporting the security needs of public sector organizations for a quarter of a

century. We provide strategic advice, architect NIST/Zero Trust deployments, identify grant funding

sources to pay for cybersecurity implementations, and assist with achieving compliance and insurance

requirements.

15 
MILLION DOLLARS  IN
RHODE ISLAND STATE
FUNDS EXPIRING ON
JUNE 30TH, 2023

Grant name:  The 21st Century Technology and Equipment Fund 

Established by:  The Rhode Island Department of Education (RIDE)’s School Building Authority (SBA)

Amount:  $15 million

Eligibility:  Local Education Agencies, including district and charter schools

Earmarked for:  Technology improvements, including assessments and Zero Trust implementations

Deadline:  To take advantage, submit technology-related invoices by June 30th, 2023. Envision's

experts can walk you through the process and answer your questions. 

More Info:  Check out the grant website or view the grant fund Frequently Asked Questions PDF here.

Facts About This Grant

Allocate the funds &
implement improvements

The Cost of Inaction

Millions of dollars spent, loss of

credibility and trust, lawsuits, and

irreparable harm to students, faculty,

and administrators.

Data breaches

Loss of Funding

The Family Educational Rights and

Privacy Act (FERPA) governs the way

data is managed by schools. Violations

can lead to loss of funding.

Personal Liability

Failure to act in the best interests of

an organization can lead to lawsuits

against individual leaders, not just

institutions. 

"With Marchand v. Barnhill, shareholders sued the officers and
directors, alleging that they failed to ensure that the company’s

regulatory compliance programs were adequate. The principles of
Marchand apply directly to cybersecurity risk."

William R. Denny, Business Law Today - Feb 2020

http://www.envisionsuccess.net/public-sector
https://ride.ri.gov/funding-finance/school-building-authority/technology-equipment-fund
https://ridesandbox.ecms.ri.gov/sites/g/files/xkgbur806/files/2023-01/21st-Century-FAQ.pdf

